
 
 

SITO WEB ON BOARDING DIGITALE 
Termini e Condizioni 

 
1. Introduzione 

Consultando questo Sito, l’Utente accetta i presenti Termini e Condizioni (di seguito “TC”) e le informazioni 
sul trattamento di dati personali (che ne costituiscono parte integrante e sostanziale) che Buffetti Finance 
S.p.A. (di seguito la “Società”) rende per disciplinare l’utilizzo del Sito WEB di proprietà della Società, 
funzionale alla conclusione dei contratti di convenzionamento, previa Adeguata Verifica della Clientela (di 
seguito ”AVC”) con finalità di contrasto al riciclaggio e finanziamento del terrorismo, come previsto, inter 
alia, dal D.Lgs. 231/07 e ss.mm.ii. 

Il sito web dedicato all’on-boarding digitale (di seguito "Sito WEB") è fornito da: 
Buffetti Finance S.p.A., con sede in Roma (RM), alla Via Filippo Caruso, 23, P.IVA:07783020725-
, Iscritta al n. 81 dell’Albo degli Istituti di Pagamento italiani, codice ABI 36063, capitale sociale 
sottoscritto e versato € 1.500.000,00 i.v. 
Il link di collegamento al sito dell’onboarding è: 
ttps://onboarding.buffettifinance.com/onboarding/#/start 
 
Utilizzando il Sito WEB per fini aziendali, è necessario essere debitamente autorizzati a farlo. 
Qualsiasi servizio a cui si acceda da questo Sito WEB rimane disciplinato esclusivamente dalle 
norme del detto servizio e qualsiasi diritto ad utilizzare questo Sito WEB in base alle TC non 
autorizza l’Utente di per sé ad accedere ad altri servizi forniti dalla Società. 
 
2. Funzioni del Sito WEB 
Il Sito WEB può essere utilizzato ovunque e in qualsiasi momento per convenzionarsi con la 
Società ai servizi alla cui prestazione la stessa è tempo per tempo autorizzata. In particolare, 
attraverso il Sito WEB si potranno eseguire le operazioni di compilazione e sottoscrizione 
contrattuale, come pure le operazioni funzionali all’Adeguata Verifica della Clientela (“AVC”) come 
previste e disciplinate, inter alia, dal D.Lgs. 231/07 e ss.mm.ii. 
 
Se il dispositivo dell’Utente è connesso a Internet nel corso del processo riceverà una notifica OTP 
all’indirizzo mail indicato (per verificare l’attendibilità dell’indirizzo mail, quale parte del processo 
di sicurezza) ed autorizzare l’accesso alla piattaforma di on-boarding digitale. L’utente riceverà 
anche un secondo codice OTP (gestito dal provider di firma digitale tempo per tempo utilizzato) 
sul suo numero di cellulare.  Questa seconda autenticazione non è gestita direttamente da 
Buffetti Finance. 
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3. Funzionamento 
Questo Sito WEB richiede, in via alternativa, un dispositivo mobile con sistema operativo Android 
o iOS, ovvero un personal computer con possibilità di navigazione su browser web.  

Il Sito WEB acquisisce Dati Personali nell'ambito del proprio normale funzionamento, la cui trasmissione 
è parte integrante dei protocolli di comunicazione Internet. Tra questi Dati, a seconda del modo in cui 
l'Utente interagisce con il Sito WEB, potrebbero esserci: informazioni sul profilo, informazioni di contatto, 
informazioni sulla situazione economica, sulla esposizione a pregiudizievoli, sulla residenza fiscale.  

Il Sito WEB potrebbe consentire l'identificazione automatica dell'Utente attraverso la sua navigazione, 
raccogliendo alcune informazioni personali quali gli indirizzi IP o i nomi di dominio dei computer utilizzati, 
gli indirizzi URI (Uniform Resource Identifier) delle risorse richieste, l'orario della richiesta, il metodo 
utilizzato nel sottoporre la richiesta al server, la dimensione del file ottenuto in risposta, un codice 
numerico indicante lo stato della risposta data dal server web (buon fine, errore, ecc. .) e altri dati rilevanti 
sul sistema operativo e sull'ambiente informatico relativi all'Utente. Questi dati vengono utilizzati al solo 
fine di ricavare informazioni circa la sussistenza di una reale interazione umana e con finalità antifrode 
(intesa quale furto d’identità) durante a navigazione. I dati potrebbero inoltre essere utilizzati per 
l'accertamento di responsabilità nel caso in cui vengano dichiarati dati differenti da quelli reali. 

 
4. Condizioni di utilizzo e responsabilità  
L’Utente dovrà utilizzare il Sito WEB esclusivamente per uso aziendale e solo in conformità con 
le TC.  
Inoltre, accetta e si impegna a non: (i) utilizzare software o materiale che contenga un virus o un 
componente dannoso che possa ledere o compromettere il software o i dati presenti o forniti 
tramite il Sito WEB o interferire con il funzionamento del Sito WEB; (ii) utilizzare il Sito WEB solo 
in conformità con le accettabili istruzioni d'uso di qualsiasi rete di computer connessa e di 
eventuali standard Internet applicabili. 
Poiché la Società non addebita i costi relativi ad esso, il Sito WEB, viene fornita "così com'è"; 
pertanto, accettando le presenti TC, l’Utente è consapevole che fuori dai casi di dolo o colpa grave, 
non si costituisca in capo a Buffetti Finance alcuna responsabilità nei confronti dell’Utente e di 
terzi per eventuali danni indiretti. Si conviene inoltre espressamente che è altresì esclusa ogni 
responsabilità di Buffetti Finance per danni di qualsiasi genere ed a qualsiasi titolo subiti 
dall’Utente o da terzi per interruzioni, sospensioni e ritardi nell’adempimento di ogni obbligo 
assunto da Buffetti Finance con la messa a disposizione del Sito WEB, qualora tali eventi 
dipendano da cause non imputabili a Buffetti Finance, anche con riguardo, a titolo esemplificativo 
e non esaustivo, ai possibili rischi di supply chain (i.e. impatti di eventi di sicurezza su soggetti 
della catena della fornitura, internet services provider, e affini).  
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La Società lavora costantemente per migliorare i propri servizi e, pertanto, avrà il diritto di 
aggiungere o rimuovere funzioni o caratteristiche del Sito WEB con le relative condizioni d’uso 
tempo per tempo aggiornate. Nonostante la costante manutenzione e aggiornamento del Sito 
WEB, la Società non rilascia dichiarazioni o garanzie, sia esplicite che implicite, in relazione alla 
disponibilità, affidabilità o funzionalità del Sito WEB o riguardanti l'adattabilità del Sito WEB a 
scopi propri dell'Utente. 
 
5. Proprietà Intellettuali e licenza d’uso 
L’Utente riconosce che i diritti di proprietà intellettuale relativi al Sito WEB sono di proprietà e 
resteranno di proprietà esclusiva di Buffetti Finance S.p.A. L’Utente accetta quindi di non fare 
nulla che possa o potrà, direttamente o indirettamente, violare o infrangere i diritti della Buffetti 
Finance S.p.A e prenderà tutte le misure necessarie per preservare e proteggere tali diritti. 
Nessuna part Sito WEB può essere riprodotta, distribuita, ripubblicata, visualizzata, trasmessa, 
adattata, modificata per creare opere derivate o altrimenti sfruttate commercialmente in 
qualsiasi modo o con qualsiasi mezzo o memorizzate in un sistema di recupero di informazioni 
senza la previa autorizzazione scritta della Società o di altro proprietario del copyright. Non è 
inoltre possibile, senza l'autorizzazione, inserire un collegamento ipertestuale al Sito WEB su 
qualsiasi altro sito Web o pagina Web o trasporre ("mirroring") i materiali del Sito WEB su qualsiasi 
altro server. Buffetti Finance S.p.A. detiene più marchi registrati. L’Utente garantisce di non 
utilizzare nomi, marchi, loghi, servizi o marchi commerciali di Buffetti Finance S.p.A.  
 
6. Aggiornamenti 
Periodicamente la Società può aggiornare il Sito WEB per migliorare le prestazioni, la funzionalità, 
riflettere le modifiche al sistema operativo o aspetti di sicurezza degli indirizzi.  
 
7. Protezione dei dati e sicurezza 
La Società rispetta tutte le leggi in materia di protezione dei dati. Per ulteriori informazioni, 
l’Utente può consultare il seguente paragrafo recante le Informazioni sul trattamento dei dati 
personali. 
 
L’Utente è responsabile dell’uso e custodia delle credenziali, che sono personali e non cedibili e 
s’impegna a prendere tutte le precauzioni ragionevoli per mantenere al sicuro e prevenire l'uso 
fraudolento del dispositivo mobile e/o del personal computer dal quale si connette e le 
informazioni di sicurezza, applicando tutte le misure idonee ed adeguate per evitare accessi 
fraudolenti o sottrazione indebita di credenziali di accesso. Inoltre, deve assicurarsi che nessuno 
ascolti o veda i suoi dati di sicurezza o sia in grado di spiarli al momento del loro utilizzo. La Società 
non si assume alcuna responsabilità in caso di uso improprio, in particolare per tutte quelle 
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violazioni, ancorché involontarie, che possano avvenire sul versante dei sistemi del cliente, o 
comunque al di fuori del controllo diretto di Buffetti Finance S.p.A. 
 
9. Violazioni di TC 
La Società si riserva il diritto di revocare la facoltà di utilizzo del Sito WEB in qualsiasi momento 
in caso di violazione delle TC, quale misura precauzionale espressa ed eccezione di 
inadempimento. 
 
10. Costi 
Il Sito WEB è fornito gratuitamente. Restano conseguentemente a carico esclusivo dell’utente i 
costi di connessione e quelli connessi, all’impiego di strumenti informatici idonei alla connessione 
al Sito WEB. 
 
11. Miscellanea 
La Società potrebbe aver bisogno di cambiare queste TC per riflettere i cambiamenti di legge, o le 
migliori pratiche o per funzionalità che potrebbero essere aggiunte al Sito WEB. La Società darà 
comunicazione con almeno 60 giorni di preavviso per qualsiasi cambiamento con i dettagli della 
modifica o con la notifica di una modifica quando si avvia successivamente il Sito WEB. Se non 
vengono accettate le modifiche comunicate, è possibile continuare a utilizzare il Sito WEB in 
conformità ai termini esistenti, ma alcune nuove funzionalità potrebbero non essere disponibili o 
l’Utente potrebbe non essere autorizzato a continuare a utilizzare il Sito WEB. 
 
Qualora una qualsiasi disposizione delle TC diventi legalmente invalida, in parte o integralmente, 
le restanti disposizioni rimarranno inalterate. In questo caso, la disposizione invalida sarà 
sostituita da una disposizione legalmente valida che sia quanto più possibile vicina a quello che 
la TC invalida intendeva secondo le finalità delle TC. Lo stesso vale in caso di lacune involontarie 
nelle TC. 
 
Nei limiti consentiti dalla legge, le presenti TC sono regolate dalle leggi della Repubblica Italiana e 
il Tribunale di Roma avrà giurisdizione esclusiva su tutte le controversie derivanti da o in 
connessione con le presenti TC. Per i consumatori, il Tribunale di riferimento sarà quello del 
rispettivo domicilio. 
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I FORNITORI DI BUFFETTI FINANCE S.P.A. 
 
Viene di seguit  fornito un prospetto dei fornitori di cui Buffetti Finance si avvale per la 
realizzazione della soluzione di on-boarding digitalizzato, con l’elenco delle certificazioni di 
ciascuno ed il rimando alle Privacy policy di ciascuno. Si ricorda che tali Fornitori sono nominati 
Responsabili Esterni della Società ex art. 28 del GDPR. 
 

FORNITORE ED OGGETTO 
CONTRATTUALE 

CERTIFICAZIONI e PRIVACY POLICY 

Links S.p.A. à Contratto di sviluppo 
software proprietario relativo a “Portale 
On-Boarding” e “Portale Back-office” 
 
 
 
 
 
 
 
 
TRUSTFULL à Società subappaltata da 
Links S.p.A.,  proprietaria del software per 
la verifica dei dati di contatto dell’Utente.  

La società dispone di un rating di legalità attribuito dall’Autorità Garante della 
Concorrenza e del Mercato (“AGCM”) con punteggio ++ (identificativo n. 
RT4757).  
 Links dispone inoltre delle seguenti certificazioni di qualità:  
- SCR (Sistemi gestione Sicurezza sul Lavoro) UNI ISO 45001:2018; 
- SGA (Sistemi di Gestione Ambientale) UNI EN ISO 14001:2015; 
- SGQ (Sistemi di gestione per la qualità) UNI EN ISO 9001:2015; 
- SSI (Sistemi di gestione per la sicurezza delle informazioni) UNI/CEI EN 
ISO/IEC 27001:2017. 
 

- ISO/IEC 27001:2013 - Sicurezza delle informazioni 
- ISO/IEC 27701:2019 - Privacy delle informazioni 
- ISO 9001:2015 – Qualità 
- CSA STAR - Sicurezza dei dati in cloud 
- GDPR - Regolamento generale sulla protezione dei dati 

https://trustfull.com/legal/privacy-policy 

Intesi Group S.p.A. à Contratto per la 
fornitura del servizio di firma elettronica 
qualificata 

- SGQ (Sistemi di gestione per la qualità) UNI EN ISO 9001:2015; 
- SSI (Sistemi di gestione per la sicurezza delle informazioni) UNI CEI EN 
ISO/IEC 27001.  
https://www.intesigroup.com/it/privacy_policy/ 

Top*Consult S.r.l. à  servizi di 

Conservazione Digitale dei documenti 

che Buffetti Finance farà sottoscrivere 

(digitalmente) alla propria clientela. 

Top Consult eroga il servizio di 

conservazione utilizzando una 

infrastruttura IT proprietaria, 

denominata “VDC-TOPCONSULT” 

- SGQ (Sistemi di gestione per la qualità) UNI EN ISO 9001:2015; 
- SSI (Sistemi di gestione per la sicurezza delle informazioni) ISO/IEC 
27018:2019;  
- SSI (Sistemi di gestione per la sicurezza delle informazioni) ISO/IEC 
27017:2015;  
- SSI (Sistemi di gestione per la sicurezza delle informazioni) UNI CEI ISO/IEC 
27001.  
 
https://www.topconsult.it/it/privacy-policy 

SUMSUB LTD à esposizione di API 

per effettuare una identificazione 

biometrica con la modalità “Liveness”, 

un breve video, con movimenti indicati 

dall’operatore e, successivamente, 

mediante algoritmo all’uopo 

progettato da Sumsub per la 

scansione OCR (Optical Character 

ISO/IEC 27001:2013; ISO/IEC 27017:2015; ISO/IEC 27018:2019; la 

funzionalità anti-spoofing fornita da Sumsum Prooface versione 19.1.0 è stata 

testata da iBeta, società statunitense, secondo lo standard di rilevamento degli 

attacchi di presentazione biometrica ISO 30107-3 ed è risultata conforme al 

livello 1; valutata da Compliance Control Ltd. e ritenuta conforme allo standard 

PCI DSS di sicurezza dei dati del settore delle carte di pagamento 3.2.1; 

conforme ai requisiti tecnici ACCS 2:2021 per la protezione dei dati e la privacy; 

conforme ai requisiti tecnici e-IDVT per la tecnologia di convalida dei documenti 
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Recognition),  i tratti somatici del 

video saranno matchati con quelli 

della foto del documento di identità, 

acquisiti dall’applicativo.  

 

di identità; la Commissione tedesca per la protezione dei minori nei media (KJM) 

ritiene che il prodotto "Sumsub" sia adatto come soluzione completa di un 

sistema di verifica dell'età (AVS) ai sensi dell'articolo 4, paragrafo 2, frase 2, 

JMStV, se implementato di conseguenza;  

Sumsub ha completato con successo l'esame SOC 2 Tipo 1 e Tipo 2 e SOC 3.  

https://sumsub.com/privacy-notice/ 

Cerved à esposizione di API per 

ricevere tutte le informazioni 

anagrafiche delle società iscritte nelle 

rispettive Camere di Commercio 

territoriali. 

Certificazione ISO 9001 - gestione della Qualità (Cerved Group);  
Certificazione ISO 9001 - Gestione della qualità (CPS); 
Certificazione ISO 9001 - Gestione della qualità (CCC); 
Certificazione ISO 9001 - Gestione della qualità (Re Collection); 
Certificazione ISO 9001 - Gestione della qualità (CRA);  
Certificazione ISO 9001 - Gestione della qualità (Cerved AML); 
Certificazione ISO 37001 - Sistema di gestione anticorruzione (Cerved Group); 
Certificazione ISO 27001 - Sicurezza delle informazioni (Cerved Group);  
Certificazione ISO 27001 - Sicurezza delle informazioni (Spaziodati);  
Certificazione ISO 27001 - Sicurezza delle informazioni (Cerved AML);  
Certificazione ISO 27001 - Sicurezza delle informazioni (Major 1);  
Certificazione ISO 27001 - Sicurezza delle informazioni (CCMG);  
Certificazione ISO 22301 - Sistema di gestione di business continuity (Cerved 
Group)  
Certificazione ISO 22301 - Sistema di gestione di business continuity (CCMG);  
Certificazione ISO 22301 - Sistema di gestione di business continuity (CRA);  
Certificazione ISO 14064-1: Inventario di gas serra delle Organizzazioni (Cerved 
Group) 
Certificazione ISO 14064-1: Inventario di gas serra delle Organizzazioni (CRA)  
Certificazione ISO 14064-1: Inventario di gas serra delle Organizzazioni (CLS)  
Certificazione ISO 14064-1: Inventario di gas serra delle Organizzazioni (CCM)  
Certificazione ISO 14064-1: Inventario di gas serra delle Organizzazioni (CCC)  
Certificazione ISO 14064-1: Inventario di gas serra delle Organizzazioni (CMS)  
Certificazione ISO 14064-1: Inventario di gas serra delle Organizzazioni (MBS)  
Certificazione ISO 45001 - Sistemi di gestione per la salute e sicurezza sul lavoro 
Certificazione ISO 14001 - Sistema di gestione ambientale (CPS) 
https://www.informativaprivacyancic.it/ 
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INFORMAZIONI SUL TRATTAMENTO DEI DATI PERSONALI 
Articoli 13 e 14 del Regolamento (UE) 2016/679 (GDPR – General Data Protection 

Regulation) 
  

PERCHÉ QUESTE INFORMAZIONI 
 
Ai sensi  e per gli effetti degli artt.13 e 14 del Regolamento UE 2016/679 (GDPR) relativo alla 
protezione delle persone fisiche con riguardo al trattamento dei dati personali, nonché alla 
libera circolazione di tali dati, in ottemperanza a quanto disposto dal decreto legislativo 
n.196/2003 modificato dal decreto legislativo n. 101 del 10 Agosto 2018 recante “Disposizioni 
per l’adeguamento della normativa nazionale alle disposizioni del GDPR”, si precisa che questa 
pagina descrive le modalità di gestione del Sito WEB dedicato all’on-boarding digitale di 
BUFFETTI FINANCE S.P.A. relativamente al trattamento dei dati personali degli utenti che lo 
consultano e di coloro che interagiscono con i servizi web accessibili per via telematica al 
seguente indirizzo: 
ttps://onboarding.buffettifinance.com/onboarding/#/start 
 
 
Titolare del trattamento è Buffetti Finance S.p.A., con sede in Roma (RM), alla Via Filippo Caruso, 
23, P.IVA:07783020725, Iscritta al n. 81 dell’Albo degli Istituti di Pagamento italiani, codice ABI 
36063, capitale sociale sottoscritto e versato € 1.500.000,00 i.v., di seguito indicata come la 
“Società” (per ulteriori informazioni sulla società cliccare qui) https://buffettifinance.com) 
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1. Categorie di dati personali, finalità e base giuridica di trattamento 
 

Categorie di dati personali Finalità del trattamento Base giuridica del trattamento 

Dati Personali quali nome, 
cognome, numero telefonico e 
indirizzo email, estremi di 
documenti identificativi, Codice 
Fiascale/P.IVA, luogo e data di 
nascita, informazioni sulla 
residenza fiscale, che l'Utente  
fornisce quando utilizza il Sito 
WEB. 

Per consentire all'Utente di 
usufruire dei servizi, 
sottoscrivendo un contratto, 
previa Adeguata Verifica della 
Clientela. 

Per comunicare con l'Utente e 
rispondere a domande e 
richieste che possano essere 
avanzate in merito al 
funzionamento del servizio di 
on-boarding. 

Il trattamento è necessario per 
consentire all'Utente di fruire dei 
servizi e del Sito WEB, nonché per 
consentire alla Società di adempiere 
a specifici obblighi di legge (es. in 
materia AML) 

Il trattamento è necessario per il 
soddisfacimento dei legittimi 
interessi della Società connessi agli 
adempimenti di legge o per la 
miglior erogazione del servizio; in 
particolare, per la gestione in modo 
adeguato e tempestivo delle 
richieste, dei reclami e dei 
suggerimenti degli utenti 
riguardanti il Sito WEB e i servizi 
correlati. 

Informazioni fornite da 
terzi. La Società riceverà 
informazioni sull’Utente da 
terze parti, funzionali a 
verificare e/o integrare le 
informazioni utente esistenti. 
Ad esempio, informazioni 
sull'indirizzo postale, 
sull’indirizzo IP di connessione, 
informazioni disponibili 
pubblicamente… 

Tali informazioni possono 
essere abbinate con quelle 
raccolte direttamente 
dall'Utente.  

Il trattamento è necessario sia per 
l’adempimento di uno specifico 
obbligo di legge che incombe sulla 
Società, che per l'adempimento del 
legittimo interesse, legato alla 
personalizzazione delle offerte di 
servizio in base alle esigenze 
dell’Utente. 

Informazioni su attività 
fraudolente o criminali relative 
all'account dell'utente. 

La Società acquisisce ed 
utilizza informazioni su 
attività fraudolente o criminali 
allo scopo di identificare 
l’Utente, come pure in 
adempimento degli obblighi di 
collaborazione attiva con le 
Pubbliche Autorità nelle 

Il trattamento è necessario  per 
l’adempimento di uno specifico 
obbligo di legge che incombe sulla 
Società. 
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ipotesi di rilevamento di 
attività contrarie a norme di 
legge. 

Tutte le informazioni personali 
sopra 

La Società utilizza tutte le 
informazioni personali 
raccolte per gestire, 
mantenere e fornire all'Utente 
la funzionalità del Sito WEB, 
per comunicare con l'Utente, 
per monitorare l’utilizzo dei 
servizi. 

Il trattamento è necessario per l per 
l'adempimento del legittimo 
interesse della Società alla 
protezione della propria 
organizzazione e dei clienti che 
utilizzano la piattaforma. 

 
 
Connessione al Sito WEB 
Per connettersi al Sito WEB, potrebbe essere necessario prima sottoscrivere un contratto d'uso 
con una terza parte (Google Inc., iTunes SARL, in seguito denominate "Terze parti") per l'accesso 
a un portale di Terze parti o a un negozio online (Android Marketplace, iTunes App Store, di seguito 
denominato "Portale di terze parti"). La Società non è parte di tale accordo e non ha alcuna 
influenza sull'elaborazione dei dati da parte di terzi. È possibile scoprire dalla dichiarazione sulla 
protezione dei dati di terze parti quali dati elabora il fornitore di terze parti e come li elabora 
durante la registrazione. 
 
 
 Uso del servizio 
Con l’utilizzo del Sito WEB di on-boarding digitale, i dati tecnici acquisiti durante la registrazione 
del dispositivo vengono trasferiti, elaborati e memorizzati per consentire l'autenticazione 
dell’Utente che accede alla piattaforma integrata con il sistema di identificazione e 
perfezionamento contrattuale.  
Poiché questi dati tecnici possono essere collegati indirettamente ad una persona fisica, sono 
considerati dati personali. I dati personali raccolti, elaborati o memorizzati nel Sito WEB 
contengono le seguenti informazioni: informazioni sull'ID dell'account e della Licenza (chiavi 
tecniche per mappare il dispositivo registrato ai dati del soggetto). La base giuridica per il 
trattamento di tali dati personali è il contratto sull'utilizzo del Sito WEB, con concluso con l’Utente. 
 
Uso di funzioni biometriche 
L’utilizzo di funzioni biometriche (ad es.: riconoscimento facciale) si rende necessario nelle ipotesi in cui 
l’Utente non sia in grado di comprovare la propria identità attraverso fonti pubbliche attendibili. In tali casi, 
i dati biometrici vengono trasferiti sull'infrastruttura della Società per il tramite di fornitori terzi di cui la 
stessa si avvale, con finalità di archiviazione ed uso interno, nei limiti della normativa sul contrasto al 
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riciclaggio e finanziamento del terrorismo. Tali fornitori terzi intervengono nel trattamento, avendo 
accesso ai dati identificativi dell’Utente. Assumono pertanto il ruolo di responsabili esterni del 
trattamento, all’uopo nominati, ex art. 28 GDPR. 
  
2. Destinatari dei dati personali 
Trasferimento ai fornitori di servizio 
Il Sito WEB per l’on-boarding digitale è allocato su cloud Azure di Microsoft, che funge da 
processore di dati per la Società e responsabile ulteriore del trattamento, in riferimento all’art. 28 
del Regolamento UE 2026/679, sulla base di specifico accordo di trattamento I principi, le misure 
di sicurezza e le modalità di esercizio dei controlli nei riguardi del sub-responsabile del 
trattamento Microsoft sono pubblicati al link 
https://www.microsoft.com/licensing/docs/view/Microsoft-Products-and-Services-Data-
Protection-Addendum-DPA.  La Società richiede ai service provider di implementare ed applicare 
misure di sicurezza per garantire la protezione e la sicurezza dei dati personali degli Utenti in 
conformità alla Decisione di Esecuzione UE 2021/915 della Commissione del 4 giugno 2021 
relativa alle clausole contrattuali tipo tra titolari del trattamento e responsabili del trattamento a 
norma dell'articolo 28, paragrafo 7, del regolamento (UE) 2016/679 del Parlamento europeo e 
del Consiglio e dell'articolo 29, paragrafo 7, del regolamento (UE) 2018/1725 del Parlamento 
europeo e del Consiglio.  
 
Altri destinatari 
Nell'amministrare il Sito WEB i dipendenti della Società possono avere accesso a e/o possono 
elaborare i dati personali degli Utenti quale attività necessaria nel trattamento. Buffetti Finance 
S.p.A. garantisce che l’accesso ai dati personali dei propri dipendenti avviene, nel rispetto delle 
previsioni del Regolamento UE 2016/679. In particolare, per coloro che rivestono il ruolo di 
amministratori di sistema o con privilegi elevati. L'accesso è limitato ai dipendenti strettamente 
necessari e nel rispetto dei principi di minimizzazione e sulla base della valutazione del rischio. 

La Società si avvale inoltre di un fornitore terzo, in possesso delle certificazioni normativamente previste, 
per l’esecuzione della conservazione sostitutiva dei Contratti e delle Informazioni e documenti forniti 
dall’Utente (“Plico Cliente”) per un periodo di 10 anni successivo alla cessazione per qualsivoglia ragione 
del rapporto tra la Società e l’Utente.  Tale fornitore terzo interviene nel trattamento, assumendo pertanto 
il ruolo di responsabile esterno del trattamento, all’uopo nominato, ex art. 28 GDPR. 

3. I diritti dell’Utente  
Ai sensi della legge sulla protezione dei dati, si può avere il diritto (i) di richiedere l'accesso ai dati 
personali, (ii) di richiedere la rettifica dei dati personali, (iii) di richiedere la cancellazione dei dati 
personali, (iv) di richiedere la limitazione dei trattamenti dei dati personali, (v) di richiedere la 
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portabilità dei dati, (vi) di opporsi al trattamento dei dati personali (inclusa l'opposizione alla 
profilazione ed anche ulteriori diritti in relazione al processo decisionale automatizzato). 
Si prega di notare che i diritti di cui sopra potrebbero essere limitati dalla legge nazionale 
applicabile sulla protezione dei dati. Di seguito ulteriori informazioni sui diritti: 
Diritto di accesso 
L’Utente può avere il diritto di ottenere dalla Società la conferma dell'esistenza o meno di dati 
personali che lo riguardano e, in tal caso, richiederne l'accesso. Le informazioni di accesso 
comprendono, tra l'altro, le finalità del trattamento, le categorie di dati personali in questione e i 
destinatari o le categorie di destinatari a cui i dati personali sono stati o saranno divulgati. 
L’Utente avere il diritto ad ottenere una copia dei dati personali sottoposti all'elaborazione. Per 
ulteriori copie richieste, la Società potrebbe addebitare un costo in base alle spese 
amministrative. 
Diritto di rettifica 
L’Utente può avere il diritto di ottenere dalla Società la rettifica di dati personali inesatti che lo 
riguardano. A seconda delle finalità del trattamento, si può avere il diritto di completare i dati 
personali incompleti, anche mediante la presentazione di una dichiarazione supplementare. Tu 
puoi modificare i dati del suo profilo in qualsiasi momento tramite il suo account. 
Diritto alla cancellazione (diritto all’oblio) 
In determinate circostanze l’Utente può avere il diritto di ottenere dalla Società la cancellazione 
dei dati personali che lo riguardano e la Società può essere obbligata a cancellare tali dati 
personali. 
Diritto alla restrizione dell'elaborazione 
In determinate circostanze l’Utente può avere il diritto di ottenere dalla Società la limitazione del 
trattamento dei suoi dati personali. In questo caso i rispettivi dati saranno contrassegnati e 
potranno essere trattati solo dalla Società per determinati scopi. 
Diritto alla portabilità dei dati 
In determinate circostanze l’Utente può avere il diritto di ricevere i dati personali che lo 
riguardano, che ha fornito alla Società, in un formato strutturato, comunemente usato e leggibile 
da una macchina e puoi avere il diritto di trasmettere tali dati a un'altra entità senza impedimenti 
da parte della Società. 
Diritto di obiettare 
In determinate circostanze l’Utente può avere il diritto di opporsi, per motivi relativi ad una sua 
situazione particolare, in qualsiasi momento, al trattamento dei suoi dati personali, compresa la 
profilazione da parte della Società che potrebbe essere obbligata a non elaborare più i suoi dati 
personali. Poiché la Società tratta e utilizza i dati personali principalmente per lo svolgimento del 
rapporto contrattuale con l’Utente, avrà un interesse legittimo per il trattamento che annullerà la 
sua richiesta di obiezione, a meno che la richiesta di obiezione non si riferisca alle attività di 
marketing. 
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Per esercitare i suoi diritti, la Società chiede di essere contattata come indicato al punto 5 
“Contattaci”. E' previsto anche il diritto di sporgere denuncia presso l'Autorità competente per la 
protezione dei dati. 
 
4. Tempi di conservazione  
I dati personali saranno conservati per il tempo necessario a fornire i servizi. Inoltre, al termine 
del rapporto giuridico tra la Società e l’Utente, saranno applicati requisiti legali di conservazione, 
ovvero 10 anni successivi alla cessazione stessa. 
 
5. Contatti 
In caso di domande relative alla protezione dei dati e per esercitare i diritti di cui al paragrafo 3 
fare riferimento alla sezione "Privacy" accessibile dal sito www.buffettifinance.com . 
Buffetti Finance S.p.A. ha inoltre  designato un Responsabile della Protezione dei Dati (RPD o 
DPO) contattabile ai seguenti indirizzi: dpo@buffettifinance.com; PEC: buffettifinance@pec.it 
o a mezzo raccomandata A/R presso la sede legale della Società. 
Qualora non si riceva una risposta  o quella ricevuta sia ritenuta insoddisfacente, l’Utente può 
adire il Garante per la protezione dei Dati personali (c.d. “Garante Privacy”) nelle modalità 
alternative della segnalazione, dell’Istanza o del ricorso (queste ultime due non gratuite per 
l’Utente), ai recapiti di seguito indicati:  
Garante per la protezione dei dati personali 
-  sede in Piazza Venezia 11, 00187 - Roma;  
- Email: protocollo@gpdp.it:  
- PEC*: protocollo@pec.gpdp.it; 
- centralino +39 06.696771. 

  


